**ADATKEZELÉSI TÁJÉKOZTATÓ**

**NAK Agrárszolgáltató Nonprofit Adatkezelő felnőttképzési tevékenysége során megvalósított személyes adatokat érintő adatkezeléséről**

1. Bevezetés

A NAK Agrárszolgáltató Nonprofit Kft. adatkezelő (továbbiakban Adatkezelő) jelen adatkezelési tájékoztató útján tájékoztatja azokat a természetes személyeket, akinek személyes adatait az általa folytatott felnőttképzési tevékenység során kezeli.

Adatkezelő a felnőttképzésről szóló 2013. évi LXXVII. törvény (továbbiakban: Fktv.) alapján felnőttképzési tevékenységet folytat, ennek keretében kezeli a felnőttképzésben részt vevő és a felnőttképzést kiegészítő tevékenységet igénybevevő személyek, valamint a felnőttképzési tevékenység megvalósításában szerződő partnerként közreműködő személyek adatait.

Az EURÓPAI PARLAMENT ÉS A TANÁCS (EU) természetes személyeknek a személyes adatok kezelése tekintetében történő védelméről szóló 2016/679 RENDELETE (a továbbiakban: GDPR), továbbá az információs önrendelkezési jogról és az információszabadságról szóló 2011. évi CXII. törvény (továbbiakban: Info. törvény) részletesen szabályozzák az adatkezelés elveit, folyamatait. A GDPR 13. cikke alapján az Adatkezelő tájékoztatni köteles az érintettet az adatkezelés céljáról és jogalapjáról, valamint az adatkezelést érintő egyéb lényeges körülményekről, ezen kötelezettségének Adatkezelő jelen tájékoztatásával tesz eleget.

1. Az adatkezelés a felnőttképzésben részvevő, oktatásban részesülő személyek vonatkozásában
   1. Az adatkezelés jogalapja
      1. Adatkezelő a felnőttképzésben részvevő, oktatásban részesülő természetes személyek személyes adatait a GDPR 6. cikke b) bekezdésében foglalt jogalapon alapulóan kezeli annak okán, mert az adatkezelés olyan szerződés teljesítéséhez szükséges, amelyben az érintett az egyik fél, vagy az a szerződés megkötését megelőzően az érintett kérésére történő lépések megtételéhez szükséges.
      2. Az adatkezelés másik jogalapja a GDPR 6. cikke c) bekezdése, amely az adatkezelőre vonatkozó jogi kötelezettség teljesítéséhez szükséges adatkezelésről rendelkezik. Az adatkezelőre vonatkozó jogi kötelezettséget egy részt a felnőttképzésről szóló 2013. évi LXXVII. törvény (továbbiakban: Fktv.) 21. § (1) bekezdése írja elő.
      3. Az adatkezelőre vonatkozóan további jogi kötelezettséget az Agrárgazdasági Képzések és felkészítő tréningek című VP1-1.1.1-17 kódszámú pályázat (a továbbiakban: Pályázat), valamint a 2014-2020 programozási időszakban az egyes európai uniós alapokból származó támogatások felhasználásának rendjéről szóló 72/2014. (XI. 5.) Korm. rendelet írja elő.
   2. Az adatkezelés célja
      1. A Magyar Államkincstártól átvett adatok kapcsán az adatkezelés célja a képzésre kötelezettek kiértesítése a képzési kötelezettségükről.
      2. Az érintettek által megadott adatok kezelésének célja az előző címben, az adatkezelés jogalapjánál körülírt szerződéses jogviszony létesítéséhez szükséges adategyeztetés és jogosultságvizsgálat, a szerződéses jogviszony teljesítése, dokumentálása, könyvelése.
      3. Az adatkezelés további célja a felnőttképzési tevékenység ellátásához igénybevett pályázati forrásokkal történő elszámolás.
   3. A személyes adatok felvételének módja
      1. A Pályázat megvalósítása keretében a Magyar Államkincstár az Adatkezelő számára továbbítja azoknak az érintetteknek az adatait, akik a maguk által megpályázott támogatási jogviszonyon alapulóan képzésre kötelezettek.
      2. Az érintettek az Adatkezelő által rendelkezésre bocsátott, <http://www.naknonprofit.hu> oldalon elérhető interaktív webes felületen megtett jognyilatkozat útján adják meg személyes adataikat a szolgáltatási szerződés megkötése érdekében. A szolgáltatási szerződés az érintett jogosultságának ellenőrzését követően jön létre, a képzés kezdetén a szolgáltatási szerződés helyében a felnőttképzési szerződés lép.
      3. Az érintett által igénybevett felnőttképzési szolgáltatás során az érintett jelenlétét, tanulmányainak teljesítését az Adatkezelő nyilvántartja. Amennyiben a Pályázat megvalósítása kapcsán a támogatást nyújtó Vidékfejlesztési Program Irányító Hatósága (a továbbiakban: Támogató) vagy a Magyar Államkincstár azt kötelezővé teszi, úgy az Adatkezelő az érintett képzésen való jelenlétét fénykép, hang-, illetve videó felvétel útján rögzíti.
   4. A kezelt adatok köre

Az adatkezelő az Fktv. 21. § (1) bekezdése szerint előírt, valamint a 2.3.3. pont szerint meghatározott adatokon felül a felnőttképzést igénybe vevő természetes személyek és a képzési kötelezett egyéb jogalanyok érdekében eljáró természetes személyek alábbi adatait kezeli:

* + 1. magánszemély:
* adóazonosító jel
* vezetéknév
* keresztnév
* születési név
* születési hely
* születési idő
* anyja neve
* TAJ szám
* e-mail cím
* MÁK azonosító
* legmagasabb iskolai végzettség
* állampolgárság
* neme
* személyi igazolvány szám
* határon túli (igen/nem)
* lakcím megy
* lakcím irányítószám
* lakcím város
* lakcím utca, házszám
* levelezési cím
* telefonszám
* képzésben résztvevő munkaerőpiaci státusza
* Vállalkozói vagy őstermelői igazolvány szám
* EV adószám
* Vállalkozói vagy őstermelői igazolvány szám
  + 1. Cég esetén:
* cég törvényes képviselőjének neve
* cég törvényes képviselőjének beosztása
* a cég székelyének megyéje
* a résztvevő (delegált) adóazonosítója
* vezetékneve
* keresztneve
* e-mail címe
  1. Az adatkezelés időtartama

Az Adatkezelő a Fktv. 21. § (6) bekezdés alapján öt évig kezeli a felnőttképzésben résztvevő érintettek személyes adatait. A felnőttképzési tevékenység során keletkező számviteli bizonylatok tekintetében a számvitelről szóló 2000. évi C. törvény 8 évi megőrzési kötelezettséget ír elő az adatkezelő gazdálkodó szerv számára. Az adatkezelési határidőt követően az Adatkezelő gondoskodik az adatok megsemmisítéséről, egyrészt a papíralapú dokumentáció adatvédelmi előírásoknak megfelelő selejtezéséről, másrészt a kialakítandó informatikai rendszerben tárolt személyes adatok törléséről.

* 1. A személyes adatokhoz hozzáférő személyek, adatfeldolgozók és adattovábbítások
     1. Az érintett személyes adataihoz a munkafolyamataik elvégzéséhez szükséges mértékben és ideig az Adatkezelő munkatársai férhetnek hozzá.
     2. Az érintett személyes adataihoz hozzáférhetnek az Adatkezelő által a felnőttképzési tevékenység megvalósításában szerződés jogviszony alapján közreműködő jogalanyok, így különösen az oktató és vizsgáztatók.
     3. Az érintett személyes adataihoz hozzáférhetnek az Adatkezelő által a felnőttképzési tevékenység megvalósításában szerződés jogviszony alapján közreműködő jogalanyok, így különösen az oktató és vizsgáztatók.
     4. A felnőttképzési tevékenység és Pályázat megvalósításának és a megvalósítás szabályosságának igazolása és ellenőrzése keretében az érintettek személyes adatait az Adatkezelő a Támogató vagy megbízottja, az Állami Számvevőszék, a Kormányzati Ellenőrzési Hivatal, a felnőttképzési hatóság, továbbá jogszabályban meghatározott egyéb hatóságok számára továbbítja.
     5. Az Adatkezelő a közösségi forrásból is támogatott tanácsadási, tájékoztatási feladatok ellátásában részt vevő Nemzeti Agrárgazdasági Kamara számára a tájékoztatási tevékenység hatékonyságának növelése céljából továbbítja a Magyar Államkincstártól a képzésre kötelezettekről kapott, a tájékoztatási tevékenység hatékonyságának növeléséhez szükséges adatokat.
     6. Az Adatkezelő felnőttképzési tevékenységének megvalósítása során adatfeldolgozókat vesz, illetve vehet igénybe a postai kiértesítéshez, az webes felület üzemeltetéséhez és egyéb támogató tevékenységhez (pl. könyvelés).

1. Az adatkezelés a felnőttképzési, oktatási tevékenység nyújtásában résztvevő, közreműködő személyek vonatkozásában
   1. Az adatkezelés jogalapja

Az adatkezelés jogalapja a GDPR 6. cikke b) és c) bekezdése, így a felnőttképzési, oktatási tevékenység nyújtásában résztvevő, közreműködő személyekkel fennálló szerződéses jogviszony teljesítése, és a felnőttképzési tevékenység nyújtásának megfelelő dokumentálása.

* 1. Az adatkezelés célja

Az adatkezelőre vonatkozó jogi kötelezettség teljesítése a felnőttképzési tevékenység ellátása és dokumentálása terén, valamint a felnőttképzési tevékenység ellátásához igénybevett pályázati forrásokkal történő elszámolás.

* 1. Az adatkezelés időtartama

Az adatkezelés időtartama megegyezik a 2.5. pontban foglalt dokumentumok és adatok megőrzési idejével.

* 1. A kezelt adatok köre

Adatkezelő felnőttképzési tevékenysége során a szerződő oktatók adatait kezeli, oktatói minősítő rendszert működtet, melyben az oktatóval kötött szerződéses jogviszony teljesítéséhez szükséges személyes adatokon kívül kezeli az oktató munkájának minősítését, az oktató által átadott önéletrajzot, végzettséget igazoló diplomamásolatot.

1. Záró rendelkezések, érintetti jogok, jogorvoslati lehetőségek, incidenskezelés
   1. Minden érintett jogosult arra, hogy panaszt tegyen egy felügyeleti hatóságnál - különösen a szokásos tartózkodási helye, a munkahelye vagy a feltételezett jogsértés helye szerinti tagállamban -, ha az érintett megítélése szerint a rá vonatkozó személyes adatok kezelése megsérti e rendeletet.
   2. Minden természetes és jogi személy jogosult a hatékony bírósági jogorvoslatra a felügyeleti hatóság rá vonatkozó, jogilag kötelező erejű döntésével szemben.
   3. Minden érintett jogosult a hatékony bírósági jogorvoslatra, ha az illetékes felügyeleti hatóság nem foglalkozik a panasszal, vagy három hónapon belül nem tájékoztatja az érintettet az 4.1 pont alapján benyújtott panasszal kapcsolatos eljárási fejleményekről vagy annak eredményéről.
   4. A felügyeleti hatósággal szembeni eljárást a felügyeleti hatóság székhelye szerinti tagállam bírósága előtt kell megindítani.
   5. Minden érintett hatékony bírósági jogorvoslatra jogosult, ha megítélése szerint a személyes adatainak nem megfelelő kezelése következtében megsértették jogait.
   6. Az adatkezelővel vagy az adatfeldolgozóval szembeni eljárást az adatkezelő vagy az adatfeldolgozó tevékenységi helye szerinti tagállam bírósága előtt kell megindítani. Az ilyen eljárás megindítható az érintett szokásos tartózkodási helye szerinti tagállam bírósága előtt is, kivéve, ha az adatkezelő vagy az adatfeldolgozó valamely tagállamnak a közhatalmi jogkörében eljáró közhatalmi szerve.
   7. Az érintett jogosult arra, hogy panaszának, jogorvoslati kérelmének a nevében történő benyújtásával, adatvédelemmel összefüggő jogainak a nevében való gyakorlásával, valamint - ha a tagállam joga ezt lehetővé teszi - a 82. cikkben említett kártérítési jognak a nevében történő érvényesítésével olyan nonprofit jellegű szervet, szervezetet vagy egyesületet bízzon meg, amelyet valamely tagállam jogának megfelelően hoztak létre, és amelynek az alapszabályában rögzített céljai a közérdeket szolgálják, és amely az érintettek jogainak és szabadságainak a személyes adataik vonatkozásában biztosított védelme területén tevékenykedik.
   8. Minden olyan személy, aki személyes adatainak vagy GDPR-ban foglalt jogai megsértésének eredményeként vagyoni vagy nem vagyoni kárt szenvedett, az elszenvedett kárért az adatkezelőtől vagy az adatfeldolgozótól kártérítésre jogosult.
   9. Az adatkezelésben érintett valamennyi adatkezelő felelősséggel tartozik minden olyan kárért, amelyet az e rendeletet sértő adatkezelés okozott. Az adatfeldolgozó csak abban az esetben tartozik felelősséggel az adatkezelés által okozott károkért, ha nem tartotta be az e GDPR-ben meghatározott, kifejezetten az adatfeldolgozókat terhelő kötelezettségeket, vagy ha az adatkezelő jogszerű utasításait figyelmen kívül hagyta vagy azokkal ellentétesen járt el.
   10. Az adatkezelő, illetve az adatfeldolgozó mentesül 4.9. pont szerinti felelősség alól, ha bizonyítja, hogy a kárt előidéző eseményért őt semmilyen módon nem terheli felelősség.
   11. Ha több adatkezelő vagy több adatfeldolgozó vagy mind az adatkezelő mind az adatfeldolgozó érintett ugyanabban az adatkezelésben, és - a 4.9. és 4.10. pont alapján - felelősséggel tartozik az adatkezelés által okozott károkért, minden egyes adatkezelő vagy adatfeldolgozó az érintett tényleges kártérítésének biztosítása érdekében egyetemleges felelősséggel tartozik a teljes kárért.
   12. Ha valamely adatkezelő vagy adatfeldolgozó a 4.2 ponttal összhangban teljes kártérítést fizetett az elszenvedett kárért, jogosult arra, hogy az ugyanazon adatkezelésben érintett többi adatkezelőtől vagy adatfeldolgozótól visszaigényelje a kártérítésnek azt a részét, amely megfelel a 4.9. pontban megállapított feltételek értelmében a károkozásért viselt felelősségük mértékének.
   13. A kártérítéshez való jog érvényesítését célzó bírósági eljárást az előtt a bíróság előtt kell megindítani, amely 4.6. pontban említett tagállam joga szerint illetékes.
   14. A jogorvoslatokkal kapcsolatos egyéb szabályokat a GDPR VIII. fejezete tartalmazza.
2. Az adatbiztonság és az adatvédelmi incidensek kezelése
   1. Az adatkezelő és az adatfeldolgozó a tudomány és technológia állása és a megvalósítás költségei, továbbá az adatkezelés jellege, hatóköre, körülményei és céljai, valamint a természetes személyek jogaira és szabadságaira jelentett, változó valószínűségű és súlyosságú kockázat figyelembevételével megfelelő technikai és szervezési intézkedéseket hajt végre annak érdekében, hogy a kockázat mértékének megfelelő szintű adatbiztonságot garantálja, ideértve, többek között, adott esetben:
3. a személyes adatok álnevesítését és titkosítását;
4. a személyes adatok kezelésére használt rendszerek és szolgáltatások folyamatos bizalmas jellegének biztosítását, integritását, rendelkezésre állását és ellenálló képességét;
5. fizikai vagy műszaki incidens esetén az arra való képességet, hogy a személyes adatokhoz való hozzáférést és az adatok rendelkezésre állását kellő időben vissza lehet állítani;
6. az adatkezelés biztonságának garantálására hozott technikai és szervezési intézkedések hatékonyságának rendszeres tesztelésére, felmérésére és értékelésére szolgáló eljárást.
   1. A biztonság megfelelő szintjének meghatározásakor kifejezetten figyelembe kell venni az adatkezelésből eredő olyan kockázatokat, amelyek különösen a továbbított, tárolt vagy más módon kezelt személyes adatok véletlen vagy jogellenes megsemmisítéséből, elvesztéséből, megváltoztatásából, jogosulatlan nyilvánosságra hozatalából vagy az azokhoz való jogosulatlan hozzáférésből erednek.
   2. Az adatkezelő és az adatfeldolgozó intézkedéseket hoz annak biztosítására, hogy az adatkezelő vagy az adatfeldolgozó irányítása alatt eljáró, a személyes adatokhoz hozzáféréssel rendelkező természetes személyek kizárólag az adatkezelő utasításának megfelelően kezelhessék az említett adatokat, kivéve, ha az ettől való eltérésre uniós vagy tagállami jogszabály kötelezi őket.
   3. Az adatvédelmi incidenst az adatkezelő indokolatlan késedelem nélkül, és ha lehetséges, legkésőbb 72 órával azután, hogy az adatvédelmi incidens a tudomására jutott, az adatvédelmi tisztségviselő útján bejelenti az illetékes felügyeleti hatóságnak, kivéve, ha az adatvédelmi incidens az adatvédelmi tisztségviselő szerint valószínűsíthetően nem jár kockázattal a természetes személyek jogaira és szabadságaira nézve. Ha a bejelentés nem történik meg 72 órán belül, mellékelni kell hozzá a késedelem igazolására szolgáló indokokat is.
   4. Az adatvédelmi incidenst az Adatkezelő munkatársai és szerződéses közreműködői haladéktalanul kötelesek jelezni az adatvédelmi tisztségviselő számára. Az adatfeldolgozó az adatvédelmi incidenst, az arról való tudomásszerzését követően indokolatlan késedelem nélkül bejelenti az adatkezelőnek.
   5. Az 5.4. pontban említett bejelentésben legalább
7. ismertetni kell az adatvédelmi incidens jellegét, beleértve - ha lehetséges - az érintettek kategóriáit és hozzávetőleges számát, valamint az incidenssel érintett adatok kategóriáit és hozzávetőleges számát;
8. közölni kell az adatvédelmi tisztviselő vagy a további tájékoztatást nyújtó egyéb kapcsolattartó nevét és elérhetőségeit;
9. ismertetni kell az adatvédelmi incidensből eredő, valószínűsíthető következményeket;
10. ismertetni kell az adatkezelő által az adatvédelmi incidens orvoslására tett vagy tervezett intézkedéseket, beleértve adott esetben az adatvédelmi incidensből eredő esetleges hátrányos következmények enyhítését célzó intézkedéseket.
    1. Az adatkezelő adatvédelmi tisztségviselője nyilvántartja az adatvédelmi incidenseket, feltüntetve az adatvédelmi incidenshez kapcsolódó tényeket, annak hatásait és az orvoslására tett intézkedéseket. E nyilvántartás lehetővé teszi, hogy a felügyeleti hatóság ellenőrizze az e cikk követelményeinek való megfelelést.
    2. Ha az adatvédelmi incidens valószínűsíthetően magas kockázattal jár a természetes személyek jogaira és szabadságaira nézve, az adatkezelő adatvédelmi tisztségviselője útján indokolatlan késedelem nélkül tájékoztatja az érintettet az adatvédelmi incidensről.
    3. Az érintettet nem kell az 5.8. pontban említettek szerint tájékoztatni, ha az adatvédelmi tisztségviselő álláspontja szerint a következő feltételek bármelyike teljesül:
11. az adatkezelő megfelelő technikai és szervezési védelmi intézkedéseket hajtott végre, és ezeket az intézkedéseket az adatvédelmi incidens által érintett adatok tekintetében alkalmazták, különösen azokat az intézkedéseket - mint például a titkosítás alkalmazása -, amelyek a személyes adatokhoz való hozzáférésre fel nem jogosított személyek számára értelmezhetetlenné teszik az adatokat;
12. az adatkezelő az adatvédelmi incidenst követően olyan további intézkedéseket tett, amelyek biztosítják, hogy az érintett jogaira és szabadságaira jelentett, az 5.8. pontban említett magas kockázat a továbbiakban valószínűsíthetően nem valósul meg;
13. a tájékoztatás aránytalan erőfeszítést tenne szükségessé. Ilyen esetekben az érintetteket nyilvánosan közzétett információk útján kell tájékoztatni, vagy olyan hasonló intézkedést kell hozni, amely biztosítja az érintettek hasonlóan hatékony tájékoztatását.
14. Adatvédelmi tisztségviselő neve és elérhetősége:

Dr. Dubalar Alekszej Valerjevics, 6000 Kecskemét, Tatár sor 6., e-mail: [felnottkepzes@naknonprofit.hu](mailto:felnottkepzes@naknonprofit.hu)